
  

  

  

  

  

  

  

  

  

  

  

  

Privacy Policy  
  

of the https://www.dunacorso.hu/en/ website for website visitors and users of certain features 

of the website  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  



Introduction  
  

During the operation of the website, the service provider / controller handles the data of the 

visitors visiting the site in order to provide them with the appropriate service.  

  

The Service Provider wishes to comply fully with the legal requirements for the processing of 

personal data, in particular the Regulation of the European Parliament and the Council (EU) 

2016/679.  

  

This privacy policy for the protection of personal data of natural persons and the free flow of 

data has been prepared pursuant to Regulation (EU) 2016/679 of the European Parliament 

and of the Council, subject to the provisions of CXII. on the content of the law on information 

self-determination and freedom of information.  

  

  

  

Name and contact details of the Data Controller:  
  

Name / Company Name:  Schuch Gourmand Kft.  

Headquarter: 1051 Budapest, Vigadó tér 3.  

Tax number:  12335639241  

Website Name, Address:  
Website of the Dunacorso Restaurant, 

http://www.dunacorso.hu/en/index.php  

Contact details for the data 

management guide:  
 https://www.dunacorso.hu/downloads/adatvedelem_en.pdf  

  

Name and contact details of the Date Processor:  
  

Name / Company Name:  UNIQUE IMG Bt.  

Headquarter:  9700 Szombathely, Kós Károly utca 18  

Mailing address:  9700 Szombathely, Kós Károly utca 18  

E-mail:  info@ysolutions.hu  

Phone:  +36-30-216-3372  

  

  

  

  

 

https://translate.google.com/translate?hl=hu&prev=_t&sl=hu&tl=en&u=http://www.dunacorso.hu/hu/index.php
https://www.dunacorso.hu/downloads/adatvedelem_en.pdf


Definitions  
  

-           the GDPR (General Data Protection Regulation) is the new EU Data Protection 

Regulation;  

  

-           Data processing: any set of operations or operations performed in an automated or 

non-automated way on personal data or files, such as collection, recording, 

systematization, distribution, storage, transformation or alteration, query, insight, use, 

communication, transmission, distribution or other means by making available, 

coordinating or linking, limiting, deleting or destroying;  

  

-           Data processor: natural or legal person, public authority, agency or any other body 

which processes personal data on behalf of the controller;  

  

-           Personal data: any information relating to an identified or identifiable natural person 

(s); identifies a natural person who, directly or indirectly, in particular by reference to 

an identifier, such as name, number, positioning data, online identifier or one or more 

factors relating to the physical, physiological, genetic, intellectual, economic, cultural 

or social identity of a natural person identified;  

  

-           Data controller: natural or legal person, public authority, agency or any other body 

that determines the purposes and means of the processing of personal data, either 

alone or in conjunction with others; if the purposes and means of data processing are 

defined by EU or Member State law, the specific aspects of the appointment of the 

controller or the controller may be determined by Union or national law;  

  

-           The consent of the data subject: a voluntary, concrete and clear indication of the 

will of the data subject by which he or she expresses his / her consent to the 

processing of the personal data affecting him or her by means of an act expressly 

expressing his / her affirmation;  

  

-           Data Protection Incident: A breach of security that results in accidental or unlawful 

destruction, loss, alteration, unauthorized disclosure, or unauthorized access to 

personal data transmitted, stored or otherwise handled.  

  

-           Consignee: any natural or legal person, public authority, agency or any other body 

with which personal data are disclosed, whether or not a third party. Public authorities 

which have access to personal data in accordance with Union or Member State law in 

the context of a specific investigation shall not be considered as a recipient; the 

management of such data by these public authorities must be in accordance with the 

applicable data protection rules in accordance with the purposes of the data 

processing;  

  

-           Third party: any natural or legal person, public authority, agency or any other body 

which is not the same as the data subject, the controller, the data processor or the 

persons authorized to process personal data under the direct control of the controller 

or the processor.  



Guidelines for data management  
  

The Data Controller declares that it handles the processing of personal data as set out in the 

Data Management Information and adheres to the requirements of applicable legislation, with 

particular regard to:  

  

The processing of personal data must be carried out in a lawful and fair manner and in a 

transparent manner for the data subject.  

  

Personal data may only be collected for specified, explicit and legitimate purposes.  

  

Treating personal data has the aim must be appropriate and relevant, and may just be the 

necessary degree.  

  

For personal information they must be accurate and up to date . Inaccurate personal data must 

be deleted immediately.  

  

The storage of personal data for a longer period of time may only take place if the storage is 

for public-interest archiving for scientific and historical research purposes or for statistical 

purposes.  

  

The processing of personal data shall be carried out in such a way as to ensure, by applying 

appropriate technical or organizational measures, the security of personal data, including 

unauthorized or unlawful processing, accidental loss, destruction or damage.  

  

The principles of data protection should apply to all information relating to an identified or 

identifiable natural person.  

  

Important data management information  
  

The purpose of data management is to enable the service provider / data manager to provide 

the site's viewers with adequate additional services during the operation of the website.  

  

The legal basis for data processing is the consent of the person concerned.  

  

The persons involved in data management are the users of the website "Booking" or 

"Contact" forms.  

  

Duration of data management and deletion of data. The duration of data management is 

always a function of the specific user goal, but the data should be deleted immediately if the 

originally set goal has already been achieved. Your consent to data management may be 

withdrawn at any time by the person concerned by letter sent to the contact email address. If 

there is no legal impediment to the deletion, your data will be deleted in this case.  

  

The controller and its employees are entitled to know the data.  

  



The person concerned may request from the controller access, rectification, erasure or 

restriction of personal data relating to him or her and may object to the processing of such 

personal data and the right of the data subject to portability.  

  

The person concerned may withdraw consent to data processing at any time, but it does not 

concern a withdrawal before implemented on the basis of the consent of the data 

management.  

  

The person concerned may exercise his right to lodge a complaint with the supervisory 

authority.  

  

If the person concerned wishes to use the benefits provided by the "Contact" and "Booking" 

forms on the website, that is, he wants to use the website as a service store in this direction , 

it is necessary to provide the requested personal data. The person concerned is not obliged 

to provide personal data and has no adverse consequences for the non-provision of data. 

However, it is not possible to use some of the features of the website without providing 

personal information.  

  

The person concerned shall have the right, at his request, to rectify or supplement inaccurate 

personal data relating to him without undue delay.  

  

The person concerned shall have the right, at his / her request, to delete the personal data 

relating to him or her inaccurately without undue delay, and the controller shall delete the 

personal data relating to the data subject without undue delay, to the extent that the data 

processing has no other legal basis.  

  

Modifications or deletions of personal data may be initiated by e-mail, telephone or mail at 

the above-mentioned contact options.  

  

Online reservation through the website or via email  
 

Through the website of the Data Controller (https://www.dunacorso.hu/en/index.php) or via 

the e-mail address of the Data Controller info@dunacorso.hu, users have the opportunity to 

reserve their tables. 

 

An online table reservation interface is available on the Data Controller's website, and data 

provided when completing the "Reservation" form will be stored for the purpose of recording 

an online table reservation. The legal basis for online table reservation data management is 

your consent. The users of the website who make use of the online table reservation option 

are those involved in data management. You may consent to the User's Data Management 

by deliberately ticking the blank checkbox provided on the website for this purpose. The data 

will be managed until the consent is revoked. The Data Controller and his employees are 

entitled to access the data. Data storage method: electronic. 

 

 

 

https://www.dunacorso.hu/en/index.php
mailto:info@dunacorso.hu


Scope of managed data The specific purpose of data management 

Name Identification, contact. 

E-mail Identification, contact. 

Phone Identification, contact. 

Time of arrival Technical information operation. 

The number of guests Technical information operation. 

 

Contact via the website 
 

The Data Controller’s website (https://www.dunacorso.hu/en/index.php) gives users the 

opportunity to initiate electronic communications with the Data Controller by completing the 

"Contact Us" form. Your consent is the legal basis for data management in connection with 

your contact through this website. The users of the website who use the online contact option 

are those concerned with data management. You may consent to the User's Data 

Management by deliberately ticking the blank checkbox provided on the Website for this 

purpose. The data will be managed until the consent is revoked. The data controller and his 

employees are entitled to access the data. Data storage method: electronic. 

 

Scope of managed data The specific purpose of data management 

Name Identification, contact. 

E-mail Identification, contact. 

Phone Identification, contact. 

Message  Technical information operation. 

 

 

Cookies  
  

The visited web pages place cookies in the user's computer which contain information such 

as page settings or check status.  

  

Cookies are therefore small files created by websites you visit. They save browsing data to 

improve the user experience. With the help of cookies, the web page of the site reminded the 

settings, and provides a locally relevant content.  

  

The website of the service provider sends a small file (cookie) to the visitor's computer in 

order to determine the fact and time of the visit. The service provider informs the visitor of the 

website about this.  

https://www.dunacorso.hu/en/index.php


 

Visitors to the website are affected by data management.  

The purpose of data management is extra service, identification, tracking of visitors.  

  

The legal basis for data management. The user is not required to contribute if the cookies are 

essential to the service you need.  

  

The scope of the data is: this identifier, date, setting data.  

  

The user has the option whether to delete the cookies at any time in Settings Does browsers.  

  

It is entitled to view the data controller's. By using cookies, the data controller does not 

process personal data.  

  

Data storage method: electronic.  

  

Google Analytics 
 

Our website uses Google Analytics. 

 

Google Analytics uses internal cookies (cookies) to compile a report on the behavior of the 

users of the website. 

 

Google will use the information on behalf of the web site operator to evaluate how users use 

the site. As an additional service, it prepares reports related to website activity for the 

website operator.  

 

Data is stored in encrypted form on Google's servers to make it harder and to prevent misuse 

of the data.  

 

Here's how to disable Google Analytics. Quote from this page: Website users who do not 

want Google Analytics to report on their data can install the Google Analytics opt-out browser 

extension. The extension prohibits Google Analytics JavaScript (ga.js, analytics.js, and dc.js) 

from sending information to Google Analytics system. The browser extension can be used in 

most newer browsers. The Google Analytics opt-out browser extension does not prevent 

data from being sent to the site itself and other web analytics services. 

https://support.google.com/analytics/answer/6004245?hl=hu  

 

Google's Privacy Policy: https://policies.google.com/privacy 

 

Detailed information on the use and protection of the data can be found in the links above. 

 

Privacy in detail: 

https://static.googleusercontent.com/media/www.google.com/en//intl/hu/policies/privacy/goog

le_privacy_policy_hu.pdf  

 

 

https://support.google.com/analytics/answer/6004245?hl=hu
https://policies.google.com/privacy
https://static.googleusercontent.com/media/www.google.com/en/intl/hu/policies/privacy/google_privacy_policy_hu.pdf
https://static.googleusercontent.com/media/www.google.com/en/intl/hu/policies/privacy/google_privacy_policy_hu.pdf


Data Processor 
  

Hosted by:  

  

Name / Company Name:  UNIQUE IMG Bt.  

Headquarter:  9700 Szombathely, Kós Károly utca 18  

Phone :  info@ysolutions.hu  

Email :  +36-30-216-3372  

  

The data you provide is stored by the server hosted by the hosting provider. Data can only be 

accessed by our associates or the server's employees, but all are responsible for the security 

of the data.  

  

Activity name: tier service, server service.  

  

The purpose of data management is to ensure the functioning of the website.  

  

Data processed: personal data provided by the data subject  

  

Duration of data management and deadline for data deletion. Under the contractual 

agreement between the data controller and the end of the website's operation or between the 

website operator and the hosting provider. The person concerned may also, if necessary, 

request the deletion of his / her data by searching for the hosting provider.  

  

The legal basis for data management is the consent of the person concerned, or data 

management based on law.  

  

Rights to data management  
  

Right to request information  

You can ask us through our contact details to be our company   what data, on what legal 

basis, what data management purpose, what source, how long it handles. At your request 

immediately, we will send you information about the email you have provided within 30 days.  

  

Right to rectification  

You can ask us through the contact details provided to change your data. At your request, 

immediately, but   we will act within a maximum of 30 days, we will send you an e-mail 

contact.   

  

Right to delete  

You can ask us through the contact details provided to delete your data. At your request, will 

do it within 30 days, we will send you an e-mail contact.   

 



Right to lock  

You can ask us through the contact details provided to lock your data. The blocking process 

will continue until the reason you specify requires storage of the data. The   At your request, 

this, but   we will do it within 30 days, we will send you an e-mail contact.   

  

Right to protest  

You can protest against data management through the available contacts . THE   It protests 

the decision to issue the soundness as soon as possible after the submission of the 

application, but examined within 15 days, and its decision OL   You   by e-mail   informed.  

  

Enforceability of data management  

Inform your company in case of unlawful data management that you experience, so that you 

can recover your legal status in a short time. We will do our best to solve the problem 

outlined.  

  

If you consider that a legal status cannot be restored, please notify the authority of the 

following contact details:  

National Authority for Data Protection and Freedom of Information  

Mailing adress: 1530 Budapest, Pf .: 5.  

Adress: 1125 Budapest, Szilágyi Erzsébet fasor 22 / c   

Phone: +36 (1) 391-1400   

Fax: +36 (1) 391-1410   

E-mail: ugyfelszolgalat (at) naih.hu   

URL https: //naih.hu   

Coordinates: N 47 ° 30'56 ''; E 18 ° 59'57 ''   

  

Legislation underpinning data management  
  

-           REGULATION (EU) 2016/679. OF THE EUROPEAN PARLIAMENT AND OF THE 

COUNCIL of 27. April 2016. on the protection of individuals with regard to the 

processing of personal data and on the free movement of such data and repealing 

Regulation (EC) No. 95/46. (general) Data Protection Regulation).  

  

-           2011. CXII. Act on Information Self-Determination and Freedom of Information.  

  
-           LXVI of 1995. on Public Records, Public Archives and the protection of private 

archives. Act.  

  

-           The supply mission 335/2005. on the general requirements for document 

management. (XII. 29.) Government Decree.  

  
-           CVIII of 2001. Act on Electronic Commerce Services as well information society 

services.  

  
-           Act C of 2003. on Electronic Communications. 

 
 


